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Today’s Agenda
Welcome and Introductions

Provider Survey Update

Review Future Data Flows

Q & A/Wrap-up



Future Data Flow
Overview of AuthentiCare (FFS Visits)

Provider enters:
• Individual worker

information
• Schedules (optional)

DMES sends Medicaid
eligibility, provider enrollment

and prior authorization files

AuthentiCare Mobile
application or

IVR sends EVV visit data

Validates visit data against
prior authorization

information

Provider submits claim to
DMES

DMES pays clean claim

Data Inputs

DMES

AuthentiCare

Providers can export visit data
to their billing systems



Future Data Flow
Overview of AuthentiCare (Managed Care Visits)

Validates visit data against
prior authorization

information

DMES stores encounter data

Data Inputs

DMES

AuthentiCare

Provider enters:
• Individual worker

information
• Schedules (optional)

DMES sends Medicaid
eligibility and provider

enrollment files

AuthentiCare Mobile
application or

IVR sends EVV visit data

MCO IT system sends prior
authorization file

Sends visit data to MCO

MCO IT System

Providers can export visit data
to their billing systems

Provider submits
claim to MCO

Conducts regular claims
edits and pays clean claim

to provider

Sends encounter
data to DMES



Future Data Flow
Provider Uses Third Party EVV System (FFS Visits)

Provider enters individual
worker information

DMES sends Medicaid
eligibility, provider enrollment

and prior authorization files

Provider’s EVV system
sends EVV visit data

Validates visit data against
prior authorization, provider,

member and worker
information

Provider submits claim
to DMES DMES pays clean claim

Data Inputs

DMES

AuthentiCare



Future Data Flow
Provider Uses Third Party EVV System (MCO Visits)

Validates visit data
against prior

authorization,
provider, member and

worker information

DMES stores encounter data

Data Inputs

DMES

AuthentiCare

Provider enters individual
worker information

DMES sends Medicaid
eligibility and provider

enrollment files

MCO IT system sends
prior authorization file

Provider’s EVV system
sends EVV visit data

Sends visit data to MCO

MCO IT System

Provider submits
claim to MCO

Conducts regular claims
edits and pays clean claim

to provider

Sends encounter
data to DMES



AuthentiCare EVV System: Future service delivery process
For members who receive services through FFS or Managed Care

DSW begins visit, logs into
AuthentiCare EVV system to record

arrival time
Individual receives services

At the end of the visit, DSW logs
back into EVV system, enters tasks

performed and departure time
captured

Member/DR validates DSW
arrival/departure times and DSW

tasks (if applicable) within EVV
system (via either application or

IVR and if available)

DSW logs out of EVV system



AuthentiCare EVV System: Future service delivery process
For FFS Providers Using AuthentiCare

DMES sends Eligibility,
Provider and Prior

Authorization files to
AuthentiCare

Provider receives prior
authorization for services

(if required)

Provider enters DSW
information into

AuthentiCare

Provider enters individual’s
schedule into AuthentiCare

(optional)

If no PA required for
services, provide enters PA

into AuthentiCare

Prior to providing services,
the provider validates an

individuals Medicaid
eligibility in DMES

DSW begins visit, logs into
AuthentiCare  to record
arrival time ( via  either

mobile application or IVR)

Individual receives services

At the end of the visit, DSW
logs back into AuthentiCare,
enters tasks performed  and
departure time captured (via

either application or IVR)

DSW logs out of
AuthentiCare

EVV visit completed and
validated in AuthentiCare.

If there is a problem with
visit data, provider alerted
regarding need to correct

visit data

Provider corrects visit data
in AuthentiCare

Provider submits claim to
DMES DMES pays clean claim

DMMA uses EVV data as
part of post payment

review process

Member/DR validates
DSW arrival/departure times
and DSW tasks (if applicable)

within EVV system
(via either application
or IVR and if available)



EVV: Future service delivery process
For FFS Providers Using Their Own EVV system (FFS)

DMES sends Eligibility,
Provider and Prior

Authorization files to
AuthentiCare

Provider receives prior
authorization for services (if

required)

Provider enters DSW
information into

AuthentiCare

Prior to providing services,
the provider validates an

individuals Medicaid
eligibility in DMES

DSW begins visit, logs into
EVV system to record arrival

time
Individual receives services

At the end of the visit, DSW
logs back into EVV system,

enters tasks (optional)
performed  and departure

time captured

DSW logs out of EVV system EVV visit data updated in
providers EVV system

Providers EVV system sends
visit data to AuthentiCare

Provider corrects any
exceptions within

AuthentiCare System

Visit data validates against
PA, provider, member and

worker in Authenticare

Provider submits claim to
DMES DMES pays clean claim

DMMA uses visit data as part
of a post payment review

process

Member/DR validates
DSW arrival/departure times
and DSW tasks (if applicable)

within EVV system
(via either application
or IVR and if available)



AuthentiCare System: Future service delivery process
For Managed Care Providers Using AuthentiCare

DMES sends Eligibility and
Provider files to

AuthentiCare

MCO sends prior
authorization to Provider

MCO IT system sends prior
authorization file to

AuthentiCare

Provider enters DSW
information into

AuthentiCare

Provider enters individual’s
schedule into

AuthentiCare(optional)

Prior to providing services,
the provider validates an

individuals Medicaid
eligibility

DSW begins visit, logs into
AuthentiCare to record

arrival time (via either the
application or IVR)

Individual receives services

At the end of the visit, DSW
logs back into AuthentiCare,
enters tasks performed  and
departure time captured (via
either the application or IVR)

DSW logs out of EVV system EVV visit completed and
updated in AuthentiCare.

If there is a problem with
visit data, provider alerted
regarding need to correct

visit data

Provider corrects visit data in
AuthentiCare.

AuthentiCare sends visit data
to MCO IT system

Provider submits claim to
MCO MCO pays clean claim

MCO uses visit data as part
of a post payment review

process

Member/DR validates
DSW arrival/departure times
and DSW tasks (if applicable)

within EVV system
(via either application
or IVR and if available)



EVV: Future service delivery process
Providers Who Have Their Own EVV Systems (MCO)

DMES sends Eligibility and
Provider files to

AuthentiCare

MCO sends prior
authorization to Provider

MCO IT system sends prior
authorization file to

AuthentiCare

Provider enters DSW
information into

AuthentiCare

Prior to providing services,
the provider validates an

individuals Medicaid
eligibility

DSW begins visit, logs into
EVV system to record arrival

time

Individual receives services

At the end of the visit, DSW
logs back into EVV system,

enters tasks (optional)
performed  and departure

time captured

DSW logs out of EVV system EVV visit data updated in
providers EVV system

Providers EVV system sends
visit data to AuthentiCare

Provider corrects any
exceptions within

AuthentiCare System

Visit data validates against
PA, provider, member and

worker in AuthentiCare

AuthentiCare sends visit data
to MCO IT system

Provider submits claims to
MCO MCO pays clean claim

MCO uses visit data as part
of a post payment review

process

Member/DR validates
DSW arrival/departure times
and DSW tasks (if applicable)

within EVV system
(via either application
or IVR and if available)



Q&A / Wrap-up


